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NCZI spusta Centrum kybernetickej podpory v zdravotnictve:
Reaguje na rastuce kybernetické hrozby a posilfiuje ochranu dat

Bratislava 09.02.2026 - Narodné centrum zdravotnickych informacii (NCZI) zriadilo Centrum
kybernetickej podpory v zdravotnictve, ktorého cielom je systematicky zvySovat troveri
kybernetickej bezpeénosti v sektore a chranit citlivé zdravotné Gdaje. Centrum bude svoje
aktivity spustat postupne, v nadviznosti na schvalovanie strategickych dokumentov, budovanie
odbornych kapacit a nastavovanie spoluprace so zdravotnickymi zariadeniami. Vznik centra
iniciovala Eurépska komisia (EK) v snahe posiliiovat odolnost digitalnych zdravotnickych sluzieb
v élenskych krajinach EU a jeho zriadenie na Slovensku podporilo Ministerstvo zdravotnictva SR
spolu s Narodnym bezpeénostnym tradom (NBU).

Nové centrum bude pdsobit ako centralny koordinaény a expertny podporny organ pre oblast
kybernetickej bezpecnosti v zdravotnictve. Jeho ¢innost bude nabiehat postupne a v jednotlivych
fazach zac¢ne plnit Ulohy z eurépskeho akéného planu pre kybernetickd bezpecnost nemocnic

a poskytovatelov zdravotnej starostlivosti (PZS).

Zdravotnicky sektor patri dlhodobo medzi najéastejSie terce kybernetickych utokov. Hodnota a
citlivost zdravotnickych dat z neho robi jeden z najohrozenejsich sektorov. , Centrum kybernetickej
podpory nevznikd ako reakcia na jeden incident, ale ako dlhodobé systémové riesenie v spoluprdci
s Ministerstvom zdravotnictva SR a NBU. Nasou ambiciou je vytvorit prostredie, v ktorom budu mat
zdravotnicke zariadenia odbornu oporu, jednotné metodiky a priestor na spoluprdcu, a aby sa
urovern kybernetickej bezpecnosti v sektore zvySovala postupne a udrZatelne,” uviedol riaditel NCZI
Pavol Vrsansky.

Odborna pomoc pre vsetky zdravotnicke zariadenia

Centrum kybernetickej podpory je uréené poskytovatelom zdravotnej starostlivosti —
ambulanciam, nemocniciam a dalsim zdravotnickym zariadeniam. Poskytovat bude odbornd,
metodicku a koordinaénu podporu v oblasti kybernetickej bezpecnosti. Zameriavat sa bude na
prevenciu, zvySovanie kybernetickej odolnosti, podporu pri zavadzani bezpecnostnych opatreni,
odborné poradenstvo, vzdeldvanie a zdielanie skisenosti v ramci sektora. Stcastou odborného
zdzemia centra bude aj certifikovana sektorova jednotka NCZI CSIRT, prostrednictvom ktorej bude
NCZI budovat kapacity v oblasti prevencie, detekcie kybernetickych hrozieb a reakcie na
kybernetické incidenty.

Zodpovednost zostava na strane poskytovatelov

Nova platforma nenahradza zodpovednost nemocnic a poskytovatelov zdravotnej starostlivosti za
ich vlastnu kybernetickl bezpecnost, kazdy zo subjektov dalej zodpoveda za bezpeénost svojich
informacnych systémov v sulade s platnou legislativou. Zarover nebude riesit ani kybernetické
incidenty namiesto poskytovatelov, ale bude im poskytovat odbornd podporu, odporiéania a
koordindciu v rdmci zakonnych kompetencii.

Narodné centrum zdravotnickych informacii (NCZI) je Statna prispevkova organizacia zriadena Ministerstvom
zdravotnictva SR. Cielom NCZ| je vdaka digitalizacii ufahCit’ a zjednodusSit' procesy pri poskytovani zdravotnej
starostlivosti.

Kontaktné udaje:

Mgr. Alena Kr€ova, veduca oddelenia komunikacie
Tel.: +421 902 671 045, mail: alena.krcova@nczisk.sk, web: www.nczisk.sk
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Centrum bude Uzko spolupracovat s relevantnymi statnymi institdciami, odbornymi autoritami a
samotnymi poskytovatelmi zdravotnej starostlivosti.

Audit potvrdil vyrazny posun v kybernetickej bezpecnosti

Zriadenie centra na p6de NCZI nadvazuje aj na vysledky nezavislého auditu kybernetickej
bezpecénosti v NCZI, ktoré potvrdili vyrazny pozitivny trend v riadeni bezpeénosti informacnych
systémov NCZI.

NCZI pocas roku 2025 uUspesne zaviedlo a ziskalo certifikaciu systému riadenia informacnej
bezpecnosti podla normy ISO/IEC 27001:2022, doplnenej o normy ISO/IEC 27017 a ISO/IEC 27018,
zamerané na bezpecénost cloudovych sluZieb a ochranu osobnych Gdajov v cloudovom uloZisku.
Tieto certifikdcie potvrdzuju, ze NCZI ma zavedeny efektivny systém riadenia bezpecnosti
informdcii; chrani dovernost, integritu a ich dostupnost a riadi bezpe¢nostné rizika v sulade s
medzinarodnymi Standardmi.

Narodné centrum zdravotnickych informacii (NCZI) je Statna prispevkova organizacia zriadena Ministerstvom
zdravotnictva SR. Ciefom NCZI je vdaka digitalizacii ufahcit a zjednodusit procesy pri poskytovani zdravotnej
starostlivosti.

Kontaktné udaje:

Magr. Alena Krcova, veduca oddelenia komunikacie
Tel.: +421 902 671 045, mail: alena.krcova@nczisk.sk, web: www.nczisk.sk
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